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Confidential- spoken, written, acted on, ect., in
strict privacy or secrecy.

Student data reports are vital to ensure that the most

adequate education is provided to our students. PEIMS Edit

+ reports are used to review student and staff data. These

reports are also used to verify campus and program data for
accurate and complete data being reported to TEA. Since

these reports contain personally identifiable information
(names, date of birth, SSnds, e
measures to guarantee the safekeeping of all student and

staff data. It is important that we protect all student and

staff data with privacy and confidentiality.

PEIMS EDIT+ REPORTS DATA REVIEW




Procedures for release of
reports/data:

. The Principal/Program director will identify which
PEIMS team members from their campus or program
will be allowed to request/receive PEIMS reports with
opersonally i dentifiable inf

- Once members have been identified, and are trained
on how to handle, use, and dispose of these reports,
and have signed a confidentiality form, they will be
allowed to request/receive PEIMS reports.

- When PEIMS submission process begins, only members
who have been trained and have signed confidentiality
form will receive PEIMS Edit + reports.

- PEIMS department will be informed of any changes in
staff duties pertaining to PEIMS. New designee(s) will
receive Confidentiality training.

- This process will be repeated on a yearly basis.




ldentification of Team Members

2017-2018 Campus PEIMS Contacts -Elementary Schools
ﬁl Campus: FPhone: Fax:

Tl!nﬂnﬂu]sisledb&rlﬂhemtobe the campos FEDS Team who will ensure your campas sabmits sccurate data for state
reporting. FEILMS Administrator assizeed will ensore district deadlines will be met by monitoring the edit process and supporting desisnated
mdividuals. The PETAS team will be contacted shonld any issnesiconcerns arise during snbmissions. A chain of command must be established
at your campus fo emsure required coding continues when 3 member s out of office and a deadline is approaching.
= Ept Cisco/Dhrect
Tide Am.;:m Tame Email e Home/Cell symbers
Principal
Campm: FEIMS Admin
PEDS codimg Clerk
**Backnp PEIMS coding
Clerk™*
Huad Atemdsnce Clark

+++ Attendsnce Clerk
Backup***

Bilingmal Clerk
+** Bilingwal Clerk
. Backmp***

} Dizciplime Admizizirator

\ Discipline Input Clerk
-
*

Principsl”s Inirisls will indicate this persom has been awthorized, io receive PEIM 5 Fdit + Reports required for dats verification. (This imcledes reports containing
campus andior program dats and reports refiecting errors meeded for correctens and validation). Desigmes wnderstands the condition that reports will ke lepe
eonfidential, and will actend a Condideniialiy training prior to getting any reports.

I understand that these reports comfain information such as staff and'or stodent social security mumbers and are highly confidential; therefore may

mdﬂmimnmnmbeﬁmmwmympmsmmmmmm

Submitted by

Principal Name! Sigmuture
LIS Official Form 334-110
Last Updated: March 2045



ldentification of Team Members

ﬁﬁm[ﬁ'ﬁ 2017-2018 CAMPUS PEIMS CONTACTS —Secondary Schoals
Campus: Fhone: Fax:

The individuals listed below will be considered to be the campus FEIMS Team who will ensure your campus submits accarate data for stage
reporting. FEIMS Administrator assizned will ensure district desdlines will be met by monitoring the edit process and supporting designated
individuals. The PEIMS team will be contacied shonld any issnes‘concerns arise during submizsions. A chain of command must be established
at vour campus fo ensure requred coding continmes when a member is ouf of office and 3 deadline is approaching.

Tide .1.;5?;::“ Name Emai Cizoo/Direct Ext H“""fp:':;:j""m
Frincigal
Campas PEIMS Admin
Ragiimar

***Backup Eegistrar(s)***

Atadence Clack
***Attemdance Clerk Backup™
Biling=al Clark
*** Bilinrnal Clerk Backup™*
Dhiscipline Input Clack

* Principal’s Indrials will indicate this persen has been anthorized, o receive PEILMS Edit + Fepores required for data verification. (This inchudes reponts contsining campus
andior program duta and repors reflectng errors needed for corrections and velidsten) Desizuee undersrands the condition char reperts will be kept confidencial, and will
:I.fund.aﬂunﬁ&nnlhrrmpmrmﬂmnnm—repnm

Iunderstand that these reports confain information such as staff and‘or student social seounty mumbers and are highly confidential; therefore may
under any ciroumstances mot be distibuted to any other person without prior written permission.

Propram Directer/Coordinacer Name/Siguamre Submitred by Date

LISD Dfficial Form 334-111
Last Updated: March 2015




ldentification of Team Members

b,

@mﬂ 2017-2018 Campus PEIMS Contacts —Departments

Department: Phone: Fax:

The individuals listed below will be members of the PEIMS Team for their designated Program area and will be contacted should any issues/concerns
arise during our submissions. Your PEIMS Team will provide program area guidance and support to ensure program funding is not compromised.

* - . Program Area
Title Rpt Name Email CiseoDirect
Assigne
Director/Coordinator/
Dean
Secretary
Supervisor(s)/Staff

= Program Director’s Inmitials will indicate this person has been anthorized, to receive PEIMS Edit + Feports required for data verification. (This includes reports
containing campus and‘or program data and reports reflecting errors needed for corrections and validation) Designee understands the condition that reparts will be

kept confidential, and will attend a Confidentiality fraining prior to getting any reports.

I understand that these reports contain information such as staff and/or student social security numbers and are highly confidential; therefore may not
under any circumstances be distributed to any other person without the prior written permission.

Program Director/Coordinator Name/Signature Submitted by Date

LISD Official Form 934-112
Last Updated: March 2015



Confidentiality Form- Signed at training

PEINS Edit+ Reports Confidentiality Agreement

I. have been authorized, to receive PEIMS Edit + Feports required for
data werification., (This includes reports containing campus and/or program data and reports
reflecting errors needed for corrections and walidation) on the condition that I will keep them
confidential. and will not use them or anwv of their contents in anwv form or by anyv means_ except
for PEIMS werification purposes and that the use for anwv other purpose other than PEINMS
wverification and./or submission is prohibited.

I understand that these reports contain information such as staff and/or student social securitwv
numbers and are highlyv confidential; therefore mav not under anv circumstances be distributed to
anv other person without the prior written permission. Moreover, I understand that I am not,
under anyv circumstances, authorized to place this document at the disposal of anv third partw.

I will be subject to the condition that as the recipient. it is mv responsibilityv to notifv anv other
person that receives these reports that the information contained therein. is confidential and for
the use of PEIMS wverification purposes onlw.

The individual listed abowve has been granted permission to receive PEINMS Edit + Reports
required for data werification. (This includes reports containing campus and/or program data and
reports reflecting errors needed for corrections and wvalidation_ )

Mlso. the person listed abowe has reviewed all FERPA confidentialitv conditions_ is aware of
district policw and attended the PEIMS Confidentialitw training on

(IDate).

MWame of Person Assigned Department Director /// /

Signature Sigmature

Drate Drate




PEIMS Team Member
Responsibilities
}

Keep reports confidential, and will not use
any content of reports for anything else but
to verify data.

Keep all PEIMS Edit + reports confidential and
under lock and key.

Shred reports no longer needed, depending
on orientation of information. If reports are
on email, email should be deleted.

Take appropriate measures to ensure ¢
and staff records are protected and sec

Comply with district policy.




This policy defines standards, procedures, and
restrictions for district employees who request access to
district equipment, software, emails, mobile devices,
data reports.

The overriding goal of this policy is to protect the
integrity of all private and confidential data that resides
within LISD technology infrastructure.

The policy intends to prevent this confidential data from
being deliberately or inadvertently transmitted or stored
where it can be compromised.

This policy applies to all LISD employees who receive,
review, create and distribute reports with confidential
staff and or student data.




