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Student data reports are vital to ensure that the most 

adequate education is provided to our students. PEIMS Edit 
+ reports are used to review student and staff data.  These 
reports are also used to verify campus and program data for 
accurate and complete data being reported to TEA.  Since 
these reports contain personally identifiable information 
(names, date of birth, SSnõs, etcéwe must take all necessary 
measures to guarantee the safekeeping of all student and 
staff data. It is important that we protect all student and 
staff data with privacy and confidentiality.
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· The Principal/Program director will identify which 
PEIMS team members from their campus or program 
will be allowed to request/receive PEIMS reports with 
òpersonally identifiable informationó.

· Once members have been identified, and are trained 
on how to handle, use, and dispose of these reports, 
and have signed a confidentiality form, they will be 
allowed to request/receive PEIMS reports.

· When PEIMS submission process begins, only members 
who have been trained and have signed confidentiality 
form will receive PEIMS Edit + reports.

· PEIMS department will be informed of any changes in 
staff duties pertaining to PEIMS.  New designee(s) will 
receive Confidentiality training.

· This process will be repeated on a yearly basis.
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}Keep reports confidential, and will not use 
any content of reports for anything else but 
to verify data.

}Keep all PEIMS Edit + reports confidential and 
under lock and key.

}Shred reports no longer needed, depending 
on orientation of information.  If reports are 
on email, email should be deleted.

}Take appropriate measures to ensure student 
and staff records are protected and secured.

}Comply with district policy.
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· This policy defines standards, procedures, and 
restrictions for district employees who request access to 
district  equipment, software, emails, mobile devices, 
data reports.

· The overriding goal of this policy is to protect the 
integrity of all private and confidential data that resides 
within LISD technology infrastructure.

· The policy intends to prevent this confidential data from 
being deliberately or inadvertently transmitted or stored  
where it can be compromised. 

· This policy applies to all LISD employees who receive, 
review, create and distribute reports with confidential 
staff and or student data.
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